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To ensure that ex-employees are still able to 

access their pay information, a Leavers 

Dashboard is available in ESR.

The Leavers Dashboard not only supports the 

national policy direction in relation to increased 

efficiency, by removing the need for printed 

payslips, it also supports a greener NHS.

ESR Leavers Dashboard 



1 Overview of Dashboard

Ex-employees login in with the same account details they used prior to leaving and will be able to view the 

Leavers Dashboard.

The Leavers Dashboard contains 3 pay related portlets:

My Payslip

The leaver can view and download the last 4 payslips for their most recent assignment and for any other 

assignments that have been active in the last 13 months.

My P45

The leaver can view the latest P45 for all assignments that have been active in the last 13 months.

My P60

The leaver can view the latest P45 for all assignments that have been active in the last 13 months.

There is also a facility for organisations to add additional web content to this page if they want to provide 

further supporting information for people who have left their organisation.
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2 Account Access

Access to the Leavers Dashboard is controlled by the 

Leavers Dashboard URP. This is automatically 

assigned to ex-employees as part of the overnight 

termination process which end dates access to other 

URPs.

Organisations cannot manually assign access to this 

URP.

Access to the Leavers Dashboard is granted for a 

maximum term of 90 days after termination date.

Organisations can reduce this term or opt out of 

allocating access (enter 0) to the Leavers Dashboard 

by updating the ‘Leavers Access (Days)’ option on the 

Trust level DFF.



3 Multi-Factor Authentication (MFA) and Resetting Passwords

It is recommended that all employees enable Multi-

Factor Authentication (MFA) for their account, 

regardless of whether they are leaving. Besides the 

increased security against their user account, this 

also enables them to reset their password via this 

method.

This means that the user no longer needs access to 

the work email account to reset their password, 

which has obvious advantages for ex-employees 

where this may not be possible.

For leavers, MFA must be enabled on a personal 

device before they leave as this device cannot be 

changed after leaving.

https://my.esr.nhs.uk/dashboard/web/esrweb/browse-content/-/document_library/7FXjBv5vbrZX/view_file/2282592299
https://my.esr.nhs.uk/dashboard/web/esrweb/browse-content/-/document_library/7FXjBv5vbrZX/view_file/2282592299


ESR - A Workforce Service delivered by the NHSBSA

Text

4 Resources  

FAQ Links

ESR Manual

ESR Manual

ESR Hub

ESR Hub

Contact The Team

https://my.esr.nhs.uk/dashboard/documents/22528/656514626/ESR%20Leavers%20Dashboard%20FAQ%202024%20%20v4%20%281%29.pdf/85bd1b88-63b8-dfc8-c8b6-362bc4ed4789?t=1724925139152
https://my.esr.nhs.uk/dashboard/web/usermanual
https://my.esr.nhs.uk/dashboard/web/usermanual
https://my.esr.nhs.uk/dashboard/web/esrweb/nhs-events
https://my.esr.nhs.uk/dashboard/web/esrweb
https://my.esr.nhs.uk/dashboard/web/esrweb/about-communications-team
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